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ABSTRACT 
Wireless communications and networking is a 
rapidly emerging technology in recent years due to 
the ease of use and transportation of light weight 
mobile devices. Nowadays, sensor-based 
technologies are playing a vital role in the 
automation industries. Depending upon the 
applications, appropriate sensor network-based 
infrastructure can be used to execute various 
applications in different domains such as health 
care, transportation, education to name a few. In 
this paper we discuss the performance of vehicular 
ad-hoc network in wireless communication; our 
proposed method gives better results than the 
existing approach, our simulation done with the 
network simulator. 
 
Keywords:- Wireless communication, Mobile ad-
hoc network, Vehicular ad-hoc network, Precision, 
Recall. 
 
INTRODUCTION 
After the success of cellular and Wi-Fi 
technologies in the last two decades, wireless 
communication has become a popular way of 
communication in people's day to day life [2]. Ad-
Hoc networks have grown in a thick and fast way 
as a result of increased need of eliminating fixed 
infrastructure, geographical dependence and 
complexity of deployment for critical applications 
such as IoT, Industrial IoT (IIoT), military 
operations, disaster relief management, maritime 
communications, intelligent transportation 
systems, wild-life monitoring, health monitoring 
and many more.  
 
 

Over the last few years, the problem of routing 
security has become a major concern for 
researchers. As required for the effective 
operations, routing protocol designed must be 
efficient and secure to ensure timely and reliable 
data transmission between vehicles [4]. 
 
MANETs are formed by two or more devices or 
nodes without a central or fixed infra-structure. 
The term Ad Hoc states the absence of 
infrastructure. Because of this absence of base 
stations in MANETs nodes have to relay packets 
to reach the destination, that is to say, each node 
acts as a router for the neighboring nodes. The 
communication between nodes strongly depends 
on the nodes’ cooperation. There is always the 
case of a misbehaving node to disrupt the normal 
reception of a packet. Such attacks will be detailed 
in a following chapter [7]. A MANET is a self-
organizing and self-configuring net-work with the 
potentiality of rapid deployment of mobile nodes 
forming a temporary and highly dynamic in most 
cases network, where nodes join or leave the 
network independently over time. The network 
could be partitioned in sub-networks, as in cluster 
based architecture, which is detailed below in this 
chapter. Nodes could move at will from a sub-
network to another in the vicinity. 
 
Increasing road accidents and vehicle traffic 
congestions have led to the evolution of intelligent 
transportation systems (ITS) [2] and other 
applications that improve road safety, increase 
transportation efficiency, and provide on-board 
infotainment. To make these applications possible, 
vehicles are equipped with sensors and 
communication devices such that they can gather 
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and exchange information to maintain road safety 
as well as to optimize vehicle-traffic efficiency. 
Moreover, wireless technology makes 
communication among vehicles possible, forming 
a vehicular ad hoc network (VANET). The 
National Highway Traffic Safety Administration 
(NHTSA) of the United States Department of 
Transportation (USDoT) has predicted that traffic 
accidents, specifically vehicle collisions, can be 
reduced by approximately 80% through the 
deployment of safety applications enabled by 
VANETs. 
 

 
Fig 1: Wireless ad-hoc network. 
 
Both safety applications and commercial 
applications are important for VANETs. Safety 
applications relate to human life, health, and well 
being, and commercial applications often benefit 
companies in the industry [1]. Thus, the 
development of safety and commercial 
applications can encourage the evolution of 
VANETs. For safety applications, the periodic 
broadcasting of beacons plays an important role 
because the status of neighbours such as their 
geographical positions, speeds, directions, and 
other important information are usually provided 

by the beacons of neighbours to discover each 
other in time. The accurate and efficient neighbor-
hood discovery link layer services guarantee the 
safety of the road environment. For commercial 
applications, the effective transmission of various 
application data (such as data from so called 
‘infotainment’) is desirable. For example, it is 
available for passengers to watch television shows 
or use the multi person video conferencing 
application in the vehicles. 
 
The rest of this paper is organized as follows in the 
first section we describe an introduction of about 
the mobile ad-hoc network, vehicular ad-hoc 
network. In section II we discuss about the 
wireless communication introduction and wireless 
communication in vehicular ad-hoc network, In 
section III we discuss about the literature survey in 
the vehicular ad-hoc network, In section IV we 
discuss the about protocol layers or OSI model, 
finally in section V we conclude the about our 
paper. 
 
II IEEE 802.11P  
The wireless broadband technologies were 
developed with the aim of providing services 
comparable to those provided to the wire line 
networks. Cellular networks now provide support 
for high bandwidth data transfer for numerous 
mobile users simultaneously. In addition to this, 
they also provide mobility support for voice 
communication. Wireless data networks can be 
divided into several types depending on their area 
of coverage. They are:  
 
WLAN: Wireless Local Area network, in area with 
a cell radius up to hundred meters, mainly in home 
and office environments.  
WMAN: Wireless Metropolitan Area Network; 
generally cover wider areas as large as entire 
cities.  
 
WWAN: Wireless Wide Area Network with a cell 
radius about 50 km, cover areas larger than a city. 
 
The IEEE 802.11 is the most widely deployed 
WLAN technology as of today. The most widely 
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deployed 802.11 standard has a lot of extension 
and many more are currently under development. 
First introduced in 1999,the IEEE 802.11 
standards was primarily developed keeping in 
mind the home and the office environment for 
wireless local area connectivity. The Initial 
standards gave a maximum data rate of 2Mbps per 
AP which increased to 11 Mbps per AP with the 
deployment of IEEE 802.11b. Similarly, a 
relatively newer IEEE 802.11n gives a maximum 
data rate of about 540Mbps [25].Furthermore, in 
addition to these, several other standards were 
deployed which solved many QoS and security 
issues related with the earlier standards.  
 
Additional mechanisms were introduced to remedy 
QoS support and security problems in IEEE 
802.11e [12] and IEEE 802.11i.The IEEE 802.11n 
standard which we earlier talked about also 
introduced MAC enhancements to overcome MAC 
layer limitations in the current standards [8]. The 
IEEE 802.11s standard added mesh topology 
support to the IEEE 802.11 [4]. The IEEE 802.11u 
improved internetworking with external non-
802.11 networks. The IEEE 802.11w was an added 
onto 802.11i covering management frame security. 
The IEEE 802.11ad standard adds a "fast session 
transfer" feature, enabling the wireless devices to 
seamlessly make transition between the legacy 2.4 
GHz and 5 GHz bands and the 60 GHz frequency 
band [11]. The IEEE 802.11ac standard, still under 
development is expected to provide a multi-station 
WLAN throughput of at least 1 Gbps and a single 
link throughput of at least 500 Mbps. 

 
Fig 2: An Example of IEEE 802.11. 
 
III PROPOSED WORK 
Multimedia applications in VANETs have grown 
recently. For example, voice and video are suitable 
multimedia to carry and deliver news and 
advertisements which could greatly enhance the 
user experience. In addition, multimedia 
dissemination can play an important role in 
enhancing road safety. For example, real time 
video transmission about poor road conditions 
carried by the vehicles ahead can help the vehicles 
behind pass through the special section of the road 
safely. Many transportation problems lead to an 
optimization problem that needs bespoke 
algorithms to make computational analytics easy 
to solve. They are highly advanced computational 
algorithms referred to as raster algorithms.  
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Intelligent Transport Systems (ITS), these systems 
aim to alleviate congestion and improve driving 
experience using a variety of technologies and 
communication systems. To mitigate the traffic 
congestion problem, municipalities tend to 
construct wide roads with multiple lanes, and build 
tunnels and bridges at intersections. 
 
Dedicated short-range communication scheme is 
widely used for the intelligent transportation 
system, this is also called Federal Communications 
Commission, it is in the US to open 195 MHz of 
additional spectrum for use by high throughput 
WiFi devices in the 5:35-5:47 GHz and 5:85-5:925 
GHz bands. DSRC divides the 75M-Hz spectrum 
into seven frequency bands, including one control 
channel (CCH) for broadcasting safety or control 
messages and six service channels (SCHs) for 
transmitting service messages. 
 
IV EXPERIMENTAL WORK 
Transportation is an indispensable part of modern 
civilization. It is inseparable from society and 
exerts a powerful influence on the lives of 
individuals and the development of nations. Time 
is considered as one of the important and 
recognized parameters for successful operation in 
existing technology-based communication 
systems, such as computer networks, cellular 
network and sensor network. However, today’s 
transportation systems do not depend on precise 
and accurate time in their operation. In order to 
alleviate the road fatalities including death, 
injuries and economic losses, transportation 
system researchers are evolving the concept of an 
Intelligent Transportation System. 
 
Here we using the network simulator tool for the 
proposed methods simulation, which is basically 
support linux operating system, here we also used 
some other tools like simulation for urban mobility 
for the vehicle node simulation and also used the 
network animator for the vehicle positioning in the 
network. 
 

 
Fig 3: The above image shows the network 
simulation terminal experimental results with the 
completion of program. 
 

 
Fig 4: This figure shows that the comparative 
experimental study for the Precision and Recall 
using Previous and Proposed techniques for the 
number of node is 50. 
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V CONCLUSIONS 
The term wireless communication was introduced 
in the 19th century and wireless communication 
technology has developed over the subsequent 
years. It is one of the most important mediums of 
transmission of information from one device to 
other devices; in the present day wireless 
communication system has become an essential 
part of various types of wireless communication 
devices that permits user to communicate even 
from remote operated areas. In this paper we 
present the literature survey for the wireless 
communication in the vehicular ad-hoc network. 
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